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Abstract

Cloud computing is the evolution of a variety of technologies that have come together to change an organization’s approach for building an IT infrastructure. There is nothing fundamentally new in any of the technologies that make up cloud computing as most of these technologies have been used for ages. The cloud computing term describes a variety of different types of computing concepts that involve a large number of computers connected through a real-time communication network (typically the Internet).

Cloud computing relies on sharing of various resources (e.g., networks, servers, storage, applications, and services) to achieve coherence and economies of scale, and gives the highest interest to how to maximize the effectiveness of utilization of the shared resources.

This tutorial provides an introduction to the cloud computing concepts and terminologies. In addition, it’ll give a step by step example for creating a cloud instance using Amazon EC2 Infrastructure as a service (IaaS) technology.
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1. Introduction

Cloud computing can be defined as a model for enabling ubiquitous, convenient and on-demand network access to a shared pool of configurable computing resources that can be rapidly provisioned and released with minimal management effort from the user side and minimal service provider interaction.

Cloud computing is considered the evolution of a variety of technologies that have come together to change an organizations’ approach for building their IT infrastructure. Actually, there is nothing new in any of the technologies that are used in the cloud computing where most of these technologies have been known for ages. It is all about making them all accessible to the masses under the name of cloud computing. Cloud is not simply the latest term for the Internet, though the Internet is a necessary foundation for the cloud, the cloud is something more than the Internet. The cloud is where you go to use technology when you need it, for as long as you need it. You do not install anything on your desktop, and you do not pay for the technology when you are not using it.

The cloud can be both software and infrastructure. It can be an application you access through the Web or a server like Gmail and it can be also an IT infrastructure that can be used as per user’s request. Whether a service is software or hardware, the following is a simple test to determine whether that service is a cloud service:

If you can walk into any place and sit down at any computer without preference for operating system or browser and access a service, that service is cloud-based. Generally, there are three measures used to decide whether a particular service is a cloud service or not:

- The service is accessible via a web browser or web services API.
- Zero capital expenditure is necessary to get started.
- You pay only for what you use.
2. Essential Characteristics of the Cloud

We can summarize the essential characteristics of the Cloud as below:

- **On-demand self-service**: A service consumer can automatically make use of the computing capabilities, such as server processing time and network storage without requiring human interaction with each service’s provider.

- **Broad network access**: Cloud capabilities (HW and SW) are available over the network and accessed through various platforms (e.g., mobile phones, laptops, and tablets).

- **Resource pooling**: The provider’s computing resources (HW and SW) are pooled to serve multiple consumers using a multi-tenant model, with different physical and virtual resources dynamically assigned and reassigned according to users’ demand. Multi-tenancy is the most important feature of the cloud-based application. It is characterized by the location independence feature in which the customer has no control or knowledge over the exact location of the provided resources but may be able to specify location at a higher level of abstraction (e.g., country, state, or datacenter). Examples of resources include storage, processing, memory, network bandwidth, and virtual machines.

- **Rapid elasticity**: Capabilities can be rapidly and elastically provisioned; it can be quickly scaled out, and quickly scaled in. For the user, the capabilities available for provisioning appear to be unlimited and can be purchased in any quantity at any time.

- **Measured Service**: Cloud systems automatically control and optimize resources use by leveraging a metering capability in which resources’ usage can be monitored, controlled, and reported, providing transparency for both the provider and consumer of the utilized service. The advantage here is that you are paying for exactly what you are using.

3. Cloud Services Models

The cloud services can be categorized into software services and infrastructure or hardware services. In terms of maturity, software in the cloud is much more evolved than hardware in the cloud.
Cloud Software as a Service (SaaS) is basically a term that refers to software in the cloud. It represents the capability provided to the consumer to use the provider's applications running on a cloud infrastructure. The applications are accessible from various client devices through an interface such as a web browser (e.g. web-based email like Gmail is a form of SaaS provided by Google). The consumer does not manage or control the underlying cloud infrastructure including network, servers, operating systems, storage, or even individual application capabilities.

SaaS systems have some defining characteristics:

- **Availability via web browser**
  SaaS software never requires the installation of software on your laptop or desktop. You access it through a web browser using open standards or a browser plug-in.

- **On-demand availability**
  You should not have to go through a sales process to gain access to SaaS-based software. Once you have access, you should be able to go back into the software any time, from anywhere.

- **Payment terms based on usage**
  SaaS does not need any infrastructure investment or complex setup, so you should not have to pay any massive setup fees. You should simply pay for the parts of the service you use as you use them. When you no longer need those services, you simply stop paying.

- **Minimal IT demands**
  SaaS systems don’t require a high technical knowledge for their configuration.
**Cloud Platform as a Service (PaaS).** The capability provided to the consumer is to deploy onto the cloud infrastructure consumer-created or acquired applications created using programming languages and tools supported by the provider. The consumer does not manage or control the underlying cloud infrastructure, but has control over the deployed applications and possibly application hosting environment configurations.

**Cloud Infrastructure as a Service (IaaS).** The capability provided to the consumer is to make use of processing, storage, networks, and other fundamental computing resources where the consumer is able to deploy and run arbitrary software, which can include operating systems and applications. The consumer does not manage or control the underlying cloud infrastructure but has control over operating systems, storage, deployed applications.

### 4. Infrastructure as a Service (IaaS)

The focus of this tutorial is on the IaaS service model. Amazon Web Services (AWS) is one of the major players in this area. The AWS is based on pure virtualization, it owns all the hardware and controls the network infrastructure and you own everything from the guest operating system up. You request virtual instances on-demand and let them go when you are done.

AppNexus [3] represents a different approach to this problem. As with AWS, AppNexus enables you to gain access to servers on demand. However, it provides dedicated servers with virtualization on top. You have the confidence in knowing that your applications are not fighting with anyone else for resources and that you can meet any requirements that demand full control over all physical server resources.

Hybrid computing takes advantage of both approaches, offering virtualization when appropriate and a dedicated hardware when appropriate. In addition, most hybrid vendors such as Rackspace [4] and GoGrid [5] base their model on the idea that users still want a traditional data center and dedicated storage, but they just want it in the cloud.

This tutorial focuses on the Amazon AWS and provides a practical example about using the Amazon EC2 IaaS solution.
5. Amazon Web Services (AWS)

AWS is Amazon’s umbrella description of all of their web-based technology services. It encompasses a wide variety of services, all of which fall into the concept of cloud computing like:

- Amazon Elastic Cloud Compute (Amazon EC2)
- Amazon Simple Storage Service (Amazon S3)
- Amazon Simple Queue Service (Amazon SQS)
- Amazon CloudFront
- Amazon SimpleDB

5.1. Amazon Elastic Cloud Computing (EC2)

Amazon EC2[2] is the heart of the Amazon cloud. It provides a web services API for provisioning, managing, and de-provisioning of virtual servers inside the Amazon cloud. In other words, any application anywhere on the Internet can launch a virtual server in the Amazon cloud with a single web services call.

At the time of this tutorial, Amazon’s EC2 U.S. footprint has three data centers on the east coast of the U.S. and two in western Europe[1]. You can sign up separately for an Amazon European data center account, but you cannot mix U.S. and European environments. The servers in these environments run a highly customized version of tools that are using the virtualization concept and enable the dynamic provisioning and de-provisioning of servers. When you want to start up a virtual server in the Amazon environment, you launch a new instance based on a predefined Amazon machine image (AMI). The AMI includes your operating system and any other prebuilt software. Most people start with a standard AMI based on their favorite operating system, customize it, create a new image based on their preferences, and then launch their servers based on their custom images.

Many competitors to Amazon also provide persistent internal storage for nodes to make them operate more like a traditional data center. In addition, servers in EC2 like any other server on the Internet can access Amazon S3 for cloud-based persistent storage. EC2 servers in particular achieve cost savings and greater efficiencies in accessing S3 [1].

When most people think of the Amazon cloud, they are thinking about Amazon EC2. EC2 represents your virtual network with all of the virtual
servers running inside that network. When you use EC2, you will be able to use S3 to store your machine images and also for other storage needs.

5.1.1. Amazon EC2 Concepts

Amazon EC2 [2] is a bit more complex than S3. Figure 2 shows all of the concepts that make up Amazon EC2 and how they relate to each other.

The main concepts are:
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Figure 3. An overview of the components that support Amazon EC2

- **Instance**
  An Amazon EC2 instance is a virtual server running your choice of guest operating system based on the machine image from which the instance was created.

- **Amazon Machine Image (AMI)**
  A copy of your server that you can use to launch any number of instances. If you are familiar with the concept of ghosting, the machine image represents your ghost image from which you can build any number of servers. Minimally, a machine image will have the core operating system plus common preinstalled tools. Amazon has some prebuilt AMIs to get you started easily.

- **Elastic IP address**
  This is simply a static IP address that is assigned to you. (The term “elastic” doesn’t mean a dynamic address, it is a static one) By default, each Amazon instance comes with a dynamically assigned IP address that
may be reassigned to another user when your instance terminates. Elastic IP addresses are reserved to you and thus useful for instances that must always be accessible by the same static IP address.

- **Region**
  A group of availability zones that form a single geographic cluster. Until now, Amazon’s service level agreement (SLA) for EC2 guarantees 99.95% availability of at least two availability zones within a region over the course of a 12-month period [1].

- **Availability zone**
  Almost analogous to a data center. Amazon currently has three zones in the U.S., all on the east coast. It also has two zones in western Europe. You may optionally define the availability zone into which you launch your instances to create a level of location redundancy for your applications.

- **Security group**
  Very roughly analogous to a network segment protected by a firewall. You launch your instances into security groups and, in turn, the security groups define what can talk to your new instances and what is prohibited.

- **Block storage volume**
  Like a SAN (storage area network), it provides block-level storage that you can mount from your EC2 instances. You can then format the volume as you want, or write raw data to the volume.

- **Snapshot**
  You may take “snapshots” of your block volumes for backup or replication purposes. These snapshots are stored in Amazon S3, where they can be used to create new volumes.

### 5.1.2. Amazon EC2 Access

Like Amazon S3, the primary means of accessing Amazon EC2 is through a web services API. Amazon provides a number of interactive tools on top of their web services API, including:

- The Amazon Web Services Management Console
- The ElasticFox Firefox plug-in
- The Amazon Command Line tools

The example explained here focuses on using the management console which is one of the easiest and user friendly means.

### 6. Amazon EC2 step by step

In this section, you will learn how to create and use the Amazon EC2 instance in a step by step.
1. Open the Amazon EC2 web page http://aws.amazon.com/ec2/ and click the Sign up button.

2. Register with your e-mail.

3. Write down the data required as shown below.
4. Add your payment information taking into account that it will not be charged as we are using a free service, but it is mandatory to enter your payment information.

5. You'll be informed with a PIN number then; you'll get a phone call asking you to enter the PIN number to be identified correctly.

6. Click on launch Instance button.
7. Enter your new instance name and select one of the available configuration (in this tutorial we are using the free Ubuntu 12.04.1 LTS configuration)

8. Enter the name of the .pem file, which is the identifier you’ll need when connecting to the instance. After that click download button and
save this .pem file in a secure path on your hard disk. When you finish click on the continue button.

9. Click on the launch button

10. Click on Instances from the left pane.
You'll find your created instance as shown below and it is running by default.

11. Configure your security options by clicking the security groups from the left pane and check the “quicklaunch-1” security configuration (Created by default).
12. Add the ports numbers of the most common applications in the port range entry one by one like:
   - Port 80 and 8080 for HTML applications
   - Port 21 for FTP
   - Port 3306 for MySQL server application

13. Select your instance by checking the corresponding check box then select Actions -> connect

14. Enter the user name (ubuntu) and add the path of your .pem file and then click “Launch SSH Client”.
15. A new terminal will appear as if you are opening a terminal on a ubuntu machine.

16. You can now install whatever tools you want in the same way you are using a traditional Linux ubuntu machine. In addition to that if you want to transfer files, you can use the SFTP protocol as shown below:
By this way, we were able to use the Amazon EC2 IaaS technology to create a free ubuntu instance that acts as a server or computing unit for development and even commercial purposes. You can use it for hosting your website/web services or performing any processing required for your applications.

7. Summary

This tutorial briefly introduces the basic concepts of cloud computing. Moreover, it illustrates the common service models provided by the Cloud providers, and describes in details the famous Amazon EC2 web services focusing on the IaaS service model. A step-by-step explanation is given to demonstrate how Amazon EC2 can be used for developing applications without the need to pay for a complex infrastructure.
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AWS          Amazon Web Services
IaaS         Infrastructure as a Service
PaaS         Platform as a Service
SaaS         Software as a Service
HTTP         Hypertext Transfer Protocol
FTP          File Transfer Protocol
BEEP         Blocks Extensible Exchange Protocol
SAN          Storage Area Network